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Mission Statement: to improve regional maritime domain awareness (MDA) and maritime  safety and security 
through dissemination of reliable information-sharing on incidents of maritime crimes like piracy and armed 
robbery; illegal, unreported, and unregulated (IUU) fishing; illicit trades; human smuggling; and maritime 
terrorism. 
 

Vision: 

• Every DCoC-Jeddah Amendment member state has established its National Maritime     Security 
Committee structure which oversees the work of the operationalised National Maritime 
Information Sharing Center (NMISC) and effectively utilises the information it provides in 
national maritime security decision making  

• DCoC members’ national agencies cooperate in sharing information through NMISCs  

• Friends of the DCoC cooperate in sharing information through MOUs established with NMISCs 
and regional centres 

• Analysis of incidents by regional centres distinguishes patterns in illicit maritime activities and 
supports disruption of maritime crime by guiding regional policy decisions 

 
Assumptions: 

• This process will take time and require patience to achieve ideal levels of operationalisation  

• Internal advocacy will be necessary to convince governments of the value of prioritising maritime 
security and combating sea blindness; regional governments will be at varying levels of buy-in 

• Progress begets progress; even small victories are important pieces of the overall picture 
• Not all information will need to be shared between partners and it is up to the states to decide 

the modalities for sharing information 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



Roadmap: The following roadmap was developed based on feedback from the Sub-Committee on 
Enhancing Information Sharing, as well as interviews with experts in developing information- sharing 
networks. 
 

Level Strategy Tactics 
National Establish NMISCs 

(operational)  in all 
signatory states 

• Determine minimum operational  capacity necessary 

• Identify NMISCs capabilities and     gaps 

• Direct funding and capacity-building   to non-operational 
NMISCs in signatory states 

Regional Maximise regional 
information- sharing 
centres by 
developing clear 
protocols for 
information sharing 

• Establish common protocols for sharing information 
between NMISCs and regional ISCs; incorporate into 
training and orientation for centre personnel 

• Establish common information-sharing SOPs to promote 
interoperability  

• Implement joint trainings, workshops, conferences, 

TTX, meetings, reciprocal centre visits, operations at 

sea to build trust and rapport, and to normalise 

communication  

International Reports and analysis 
are produced and 
disseminated  widely 

• Identify what information is needed  and what purpose it 
serves 

• Decide on frequency of reports/ briefings   

• Determine methods by which  information is shared 



Strategy #1: Establish and operationalise NMISCs in all signatory states, which coordinates  
activities of national maritime security agencies and maritime law enforcement in maritime 
domain awareness. 
 
Status quo: Some NMISCs are established and operational while other states are not 
currently operational [or do not have NMISCs]  
 
Roadblocks: Securing sustainable funding sources to build and maintain operational capability of 
NMISCs; turnover in personnel; lack of political will/maritime security not a priority to regional 
governments (so-called “sea blindness”) 
 
Tactics: Determine minimum capability necessary for operations; DCoC Working Group 
coordinates funding and capacity-building efforts to gaps in   NMISCs under DCoC framework 
 

Proposed next steps: States develop National Maritime Security Committees, who oversee the 
establishment, enhancement and operations of NMISCs, and information they supply is utilised 
to develop National Maritime Security Risk Registers, contribute to the development of National 
Maritime Security Strategies, and assist with national maritime security decision-making; DCoC 
Information Sharing Working Group determines minimum capability requirements for 
information sharing centres; states complete NMISC self-assessments to determine capabilities 
and gaps and develop individual roadmaps to full operationalisation of NMISCs; DCoC 
Information Sharing Committee identifies gaps and determines priorities for future capacity 
building efforts and funding and, in coordination with DCoC Working Group 2, communicates 
these to the Friends of the DCoC and seeks support to address capability gaps ; States awaiting 
establishment of NMISCs develop clear SOPs for multi-agency information-sharing 
 
Strategy #2: Maximise regional information-sharing centres by establishing clear protocols for 
sharing information. 
 
Status quo: ISCs are at different levels of operability 
 
Roadblocks: Lack of trust at the national, regional, and international levels limits  information sharing 
between agencies, which in turn may impede the region from developing complete maritime security 
picture and identifying patterns which would help maritime enforcement authorities to prevent future 
threats across the region and beyond 
 
Tactics: Establish clear and common information sharing SOPs between agencies at the national 
level; establish clear and common information sharing SOPs for regional centres; establish training 
for information sharing and standardise across all centres in the region 
 

Proposed next steps: Engage national stakeholders in scenario-based exercises to collectively 
identify the types of information to be shared with regional centres and establish clear information 
sharing SOPs between NMISCs and regional ISCs based on the processes laid out in Articles 11 and 
12 of the Jeddah Amendment; establish clear information-sharing SOPs for ISCs in the region which 
details what information is exchanged between centres, based on the process laid out in Article 11 
of the Jeddah Amendment; implement joint trainings, workshops, table top exercises, conferences, 
meetings, reciprocal centre visits, and operations at sea between actors operating in the region  to 



build trust and rapport and to share success stories, best practices, and lessons learned, and to 
normalise communications; establish training specific to information sharing protocols which is  
standardised across all centres operating in the region; consider future SOPs for two-way 
information sharing with private actors 
 
Strategy #3: Continue evolving Information Sharing Network which shares information with  wide 
distribution list. 
 
Status quo: Information sharing network is focused on incidents of piracy and armed robbery at   sea 
and is not currently inclusive of other maritime threats pertinent to the region including IUU 
fishing, illicit trades, human smuggling, and maritime terrorism 
 
Roadblocks: Lack of trust at national, regional, and international levels; absence of reporting  
requirements or agreed upon incident reporting system; difficulties with interoperability of 
information reporting systems 

 
Tactics: Identify/establish trusted, independent source to sanitise/anonymise data received from 
multiple sources and distribute reports widely; determine methods by which information  is 
shared; design universal incident report; build effective working relationships between colleagues 
at centres across the region 
 
Proposed next steps: Stakeholders explore what information to share using collective scenario- 
based exercises and build clear information-sharing protocols with international partners based on 
the exercise as well as the processes laid out in Article 12 of the Jeddah Amendment; stakeholders 
incorporate information-sharing protocols into training/orientation of NMISC and regional ISC 
personnel; stakeholders collectively identify trusted source to anonymise, sanitise, and analyse 
data; based on the process laid out in Article 12 of the Jeddah Amendment, regional reports are 
compiled by regional centres and distributed widely within the network, allowing recipients to 
decide if/how  to act on information received; collectively weigh the benefits of various information 
sharing systems and decide on best options for expanded ISN 

 
Milestones: 

• Roadmap agreed to amongst DCoC signatory states 

• NMSCs are established to establish, enhance, and oversee the operations of NMISCs 
and the information they supply is used to develop National Maritime Security Risk 
Registers, contribute to the development of National Maritime Security Strategies, 
and assist with national maritime security decision making 

• NMISCs established and operationalised coordinate the activities of national agencies       engaged 
in maritime security and maritime law enforcement, and facilitate interagency cooperation 

• Establish clear information-sharing protocols between agencies and centres, establish 
information-sharing MOUs with non-DCoC information-sharing centres in the region 

• Data is collected from multiple sources, sanitised to remove all identifying 
information by a trusted source, analysed, and distributed, helping actors in the 
region to identify criminal patterns and risk factors 

• Information is used to disrupt and prevent maritime crime in the region



Annex 1 – DcoC Capability Assessment Grid for National and Regional Information Sharing 
Centres (for NMISC self-assessment) 

 
Lines Of Development 

High Level Medium Level Low Level 

Doctrine and Concepts National Regional 

Mandate/Policy 

'Higher Level Linkage to all the 

other Lines of Development' 

National/Regional Maritime Strategy (Signed), 
Mandate to define Capability Requirement, 

Command and Control, Identify the Threats 
(Piracy, Smuggling, IUU, CT, Narcotics, etc.), 

MDA Centre Plan (2-year road-map) - including 
how to measure performance (through Operational 
Assessment Grid), Standing Operating Procedures 

(SOPs). Information Sharing Agreements (MOU). 

Infrastructure Building Facilities, Services  Power, Shelter, Water, Secure Environment, 
Dedicated IT Space (Controlled), Internet Access 
(Bandwidth aligned with system requirements), 

Telephony, Business Continuity Plan (BCP), 
Meeting Room, Secure Storage. 

Equipment  MDA Capability MDA System (National, Regional, International). 

National and/or Regional Comms, Open Systems, 
GMDSS, Conference Facilities (Video Tele-
Conferencing), 

Organisation Internal Manning Structure Roles and Responsibilities (IT Security, COS, 

Information Officer, etc.).  Hours of Operation 
(365/24/7), Organigram. 

Information Data Available, Understanding 

and Exchange 

SAT-AIS, Coastal AIS, LRIT, VMS, Vessel 
Reporting, Radar, EO, SAR/Imagery, Air and 

Maritime Patrol, ELINT,  E-Mail, VOIP (Secure), 
Data Exploitation Tools, Foundation Geospatial 

Information, Charts (Digital and Paper). 
Information Sharing (iaw MOU). 

Interoperability External Organisation 

Exchange/Interface 

National Interfaces (Fish, Defence, Coastguard, 
Home Office, Foreign Office, etc), Regional 

Interfaces (Other MDA Centres, Regional MOCs, 
etc.), International Interfaces (International MDA 
Centres, International Organisations and Maritime 

Component Commands) - Digital, Voice and 
Physical Meetings/interaction. 

People Suitably Manned for the 

Operation 

Maritime Background, Suitably Qualified 

(generic), Sustainability and Manning Plan. 
Maritime English proficiency. 

Training Facilities, Delivery Training cycle sustainability, Location, Provider.  
Generic and Operational Training. Training 

Performance Standard, Operational Performance 
Standard (align and proven through the 
Operational Assessment Grid). 

Logistics Access, Transport, Finance 

Model 

Robust and sustainable finance model (iaw 

endorsed Mandate), Roads, Mail Service, 
Cleaning, Enviromental.  

 
  



Annex 2 – United States Maritime Operation Centre Capabilities Survey  

 

 

 



 



 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 



 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
 
 
 


